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1) Why is completing a security risk assessment important? 

a) Required by HIPAA 

b) Amendment to HITECH Act 

c) American Data Privacy and Protection Act 

d) Protecting Personal Health Data Act 

e) My Body, My Data Act 

f) Best practice 
 

2) What is risk? 
 

3) What is a risk assessment? 
 

4) What is a SECURITY risk assessment (SRA)? 
 

5) Preparing to conduct a security risk assessment: Questions to ask: 

a) Who conducts a SRA? 

b) What are your assets? 

c) Who are your business associates? 

d) Where are your documents? 
 

6) Using the SRA Tool 

a) Introduction 

b) Demographics 

c) Using your ingredients 

d) Assessment  

i) How the assessment is guided 

ii) Sections 

iii) Question structure and resources 

iv) Vulnerabilities and subjectivity 

v) How risk is calculated 

vi) Likelihood, impact, and subjectivity 

vii) Areas of success and Areas for review 
 

7) Summary and Reports 

a) Summary 

b) Risk Report 

c) Flagged Reports 
 

8) Setting Goals 
 

9) Downloading the SRA Tool 
 

10) Questions 


